**Положение о персональных данных**

1. Стороны обязуются соблюдать все требования действующего законодательства Российской Федерации в отношении защиты персональных данных, полученных от другой Стороны.
2. Стороны принимают все необходимые меры для того, чтобы их работники, агенты, правопреемники без предварительного согласия другой Стороны не информировали третьих лиц о деталях настоящего Договора.
3. Сторона передает другой Стороне персональные данные своих работников, необходимые для целей надлежащего исполнения настоящего Договора, после получения от работников, персональные данные которых планируется передать, согласия на обработку и передачу персональных данных третьему лицу.
4. Стороны в отношении персональных данных работников обязуются принимать все необходимые и достаточные меры для обеспечения требований, предусмотренных федеральным законом от 27.07.2006г. № 152-ФЗ «О персональных данных», иным действующим законодательством Российской Федерации, а также локальными актами Сторон.
5. Сторона обязуется предоставить по запросу другой Стороны список лиц, которые будут иметь доступ к персональным данным, предоставленным другой Стороной в ходе исполнения Договора.
6. Стороны обязуются соблюдать конфиденциальность персональных данных, то есть не допускать их распространения без согласия лица, чьи персональные данные планируется распространять, или в отсутствие иного законного основания, за исключением случаев, когда доступ к персональным данным предоставлен с согласия такого лица или на такие персональные данные в соответствии с законодательством Российской Федерации не распространяется требование о соблюдении конфиденциальности.
7. Сторона обязана сообщить лицу (работнику или иному субъекту персональных данных) другой Стороны, чьими персональными данными она располагает, информацию о наличии персональных данных, относящихся к такому лицу, о планируемой обработке его персональных данных в информационной системе, целях такой обработки, предполагаемых пользователях персональных данных, а также правах такого лица в отношении его персональных данных, а также предоставить возможность ознакомления с ними при обращении лица или его законного представителя в течение 2 (двух) рабочих дней с даты получения запроса такого лица или его законного представителя.
8. Сведения о наличии персональных данных должны быть предоставлены лицу, чьими персональными данными обладают Стороны, в доступной форме и в них не должны содержаться персональные данные, относящиеся к другим лицам.
9. Стороны по требованию лица, чьими персональными данными они обладают, после уточнения персональных данных такого лица обязаны их блокировать или уничтожать в случае, если персональные данные являются неполными, устаревшими, недостоверными, незаконно полученными или не являются необходимыми для заявленной цели обработки.
10. Стороны поручают друг другу обработку персональных данных своих работников. Стороны обязуются обеспечивать безопасность персональных данных при их обработке, соблюдать при этом принципы и правила обработки персональных данных, конфиденциальность персональных данных и все требования в отношении защиты персональных данных, предусмотренные Федеральным законом от 27.07.2006г. №152-ФЗ «О персональных данных» и действующим законодательством РФ.
11. Стороны поручают друг другу выполнение любых действий (операций) с персональными данными работников, совершаемых с использованием средств автоматизации или без использования таких средств, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных в целях исполнения обязательств по настоящему Договору.
12. При обработке персональных данных Стороны принимают организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных, в частности:

– определяет угрозы безопасности персональных данных при их обработке в информационных системах персональных данных;

– применяет организационные и технические меры по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимые для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;

– применяет средств защиты информации, прошедшие в установленном порядке процедуру оценки соответствия;

– принимает меры по обнаружению фактов возможного несанкционированного доступа к персональным данным и блокированию такого доступ;

– восстанавливает персональные данные, модифицированные или уничтоженные вследствие несанкционированного доступа к ним;

– устанавливает правила доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечивает регистрацию и учет всех действий, совершаемых с персональными данными в информационной системе персональных данных.

1. Персональные данные прекращают обрабатываться Сторонами и уничтожаются в случае:

– прекращения деятельности одной из Сторон;

– истечения срока обработки персональных данных (если такой устанавливается Сторонами);

– обращения субъекта персональных данных с запросом на уничтожение его персональных данных (в соответствии с требованиями законодательства);

– обращения Стороны с запросом на уничтожение персональных данных ее работника, переданных другой Стороне;

– по достижении целей обработки персональных данных и по окончании срока действия Договора.